DES Information Systems Communication – 05/09/2012
 

What?            Some HRMS Employee Self Service (ESS) Users Are Not Receiving the “User Authentication

                        Failed” Error Message  

Who?             Agency desktop support   

Why?             ESS users when attempting to logon to ESS using incorrect credentials may not receive an error message
When?          For immediate distribution
 

Message:      This issue was originally reported in a message sent on April 30. Since payday is tomorrow, we felt a reminder may be helpful. We’ve included some additional information in this message.

When using incorrect credentials, the user’s logon page refreshes without displaying the “User Authentication Failed” error message.  Instead, the original logon screen returns with empty Logon ID and Password boxes.  Internet Explorer users can get around this issue by deselecting the “Enable Integrated Windows Authentication” box.  The error message is allowed to display normally.  The following steps allow you to disable Integrated Windows Authentication in IE.

Step 1.  Open the IE browser and click on the Tools tab, select Internet options

                              


Step 2: Click on the Advanced tab located on the far right.  Determine if the “Enable Integrated Windows Authentication” box is checked.  If checked, deselect and click the Apply button followed by the OK button.  Close the IE browser and reopen to access the ESS logon page.
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If you have verified the Logon ID (personnel number) is correct, an incorrect password is most likely the issue. The Forgot Password process allows ESS users to reset their password and access the system. The following instructions are included for your convenience.

Forgot Password Instructions:
1. Go to https://wahrms.wa.gov to get to the HRMS Portal  
2. Click on ‘Forgot Password’ link 
3. Enter your Logon ID, this is your 8-digit personnel number 
4. Enter the email address associated with your ESS account 
5. Click Submit 
6. The screen will show the message ‘New password was assigned and sent by email’ 
7. Click Continue

You will receive an email with a system generated password from no-reply@dop.wa.gov. 

8. Enter your Logon ID (If dots automatically appear in the ‘Password’ field, clear the dots) 

9. COPY (Ctrl+C) the temporary password from the email and PASTE (Ctrl+V) into the ‘Password’ field on the webpage 
10. Click Logon 
11. The screen will show the message ‘Password has expired’ 
12. Re-enter (re-paste) the temporary password in the ‘Old Password’ field 
13. Create a new password (Must be a fresh password - ESS remembers the last 9 passwords used) 
14. Re-enter the new password
15. Click Change
DES has escalated this issue with SAP and we are working with them to identify the root cause.  Resolving this situation is a high priority for DES, we understand the impact and appreciate your understanding while we work to resolve the issue.

Questions? Contact:
Service Center: (360) 664-6400

Email Contact: servicecenter@dop.wa.gov
